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The Health Information Technology for Economic and Clinical Health Act (HITECH) successfully encouraged widespread adoption of electronic health records (EHR). Their suitability for “big data” analysis make EHR data immensely valuable for secondary research, which could help scientists develop new drugs, medical devices, and public-health knowledge. Thus far, EHR data have not been widely available to academic medical scientists in quantities sufficient to support big data analysis. Instead, the data are aggregated, analyzed, and sold by insurance companies, EHR vendors, and other medical informatics firms. This Note argues that the advent of the EHR data market is a direct result of HITECH’s interaction with the Health Insurance Portability and Accountability Act of 1996 (HIPAA) (together, the “Privacy Regime”). The Privacy Regime (1) establishes the necessary preconditions for the EHR data market; (2) funnels EHR data towards a few large firms; and (3) prevents others, including academic scientists, from acquiring data in similarly large quantities.

The Privacy Regime has radically changed medical research regulation. Traditional clinical trials and retrospective studies are governed by the familiar safeguards of medical ethics including IRB review, peer review, and publication. But under the Privacy Regime, private-sector EHR-based studies are not subject to any ethical review. This result subverts the fundamental principles of medical ethics and inhibits socially valuable public-sector research. This Note proposes reforming the Privacy Regime to subject all medical research to ethical review and to incentivize private firms to share EHR data with academic researchers.
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INTRODUCTION

Thirty years ago, whenever a cancer patient permitted their doctor to physically examine them or peer inside their body with an x-ray, the resulting images, measurements, and notes would remain in the patient’s paper

---

medical record. During a similar examination today, doctors and nurses record this information in the patient’s electronic health record (EHR), generating data that can immediately be analyzed and sold by companies unfamiliar to most patients. In contrast to paper records, EHRs are readily accessible not only to care providers, but also to medical insurance companies, EHR vendors, and other firms. Patients may not elect to use paper records instead. Over the past decade, the sale of privately conducted research using “de-identified” EHR data has become a multibillion-dollar industry, operating without any ethical or scientific oversight. Meanwhile, efforts at harnessing this data for academic research have floundered, despite its lifesaving potential. This failure has only grown more troubling during recent months given the possibility of using EHR data to help scientists understand and contain viral outbreaks.

This Note proceeds in three parts. Part I summarizes EHRs’ key features, the EHR data market, and the core provisions of the Health Insurance Portability and Accountability Act of 1996 (HIPAA) and the Health Information Technology for Economic and Clinical Health Act

2. See infra section I.A.1 (noting that paper medical records were the most common form of record until 2009).


4. See infra section I.A.2 (describing the private market for EHR data and EHR-based research).


6. See infra notes 63–64, 78–81 and accompanying text (noting the approximately ninety percent EHR penetration rate and the absence of regulations governing the use of de-identified EHR data). In contrast, patients may give or withhold their consent for many uses of their identifiable EHR data. See, e.g., 45 C.F.R. §§ 164.508–510, 164.522 (2019).

7. See infra section I.A.2. De-identified data are EHR data that have been stripped of identifying information such as patient names, addresses, and social security numbers. See infra note 63 and accompanying text. De-identified EHR data are especially valuable because they permit private companies to analyze patient-derived biomedical information without any of the expensive ethical strictures applicable to traditional clinical studies and research using identifiable patient data. See infra notes 112–121 and accompanying text.

8. See infra notes 185, 188 and accompanying text.


(HITECH)\textsuperscript{11}—laws referred to collectively in this Note as the “Privacy Regime.”\textsuperscript{12} Part II then argues that the Privacy Regime created the EHR data market and is harmful because it not only fails to make the vast majority of EHR data available for academic research, but also permits for-profit research without any scientific or ethical scrutiny. Finally, Part III proposes requiring BigMedTech firms\textsuperscript{13} to regularly report on their data collection practices, submit their research to independent ethical review, and make data available for academic research. In essence, Congress should offer these firms a bargain: In exchange for continued permission to monetize de-identified EHR data, they must play by the rules of medical research ethics and share the data’s benefits with society at large.

This Note contributes to the medical data regulation literature by causally linking private EHR-based research to an existing regulatory regime. Hopefully, noting that the Privacy Regime creates two tracks for EHR-based research (one with and another without ethical guidelines) will add urgency to widespread calls for regulatory reform.\textsuperscript{14} Finally, this analysis should serve as a warning to regulators and legislatures around the country contemplating increased privacy protections. Individual privacy must be defended, but it should not come at the cost of a wholesale transfer of valuable and powerful information to an unaccountable private sector.

I. EHR Data Markets, HITECH, and HIPAA

Before exploring how the Privacy Regime’s legal mechanics shape the EHR data market, some factual and legal background is required. Section I.A briefly summarizes the history of medical records, explains their research value in both the private and academic settings, and describes the current state of the EHR data market. Section I.B then summarizes HIPAA, HITECH, and their constituent regulations.

A. Medical Records and the EHR Data Market

Section I.A.1 describes EHRs and explains their value to both academia and BigMedTech. Section I.A.2 then describes the state of the EHR data market and its main players.


\textsuperscript{12} This Note refers to this system as the “Privacy Regime” because these laws regulate medical data by protecting patient privacy instead of by regulating data flows for secondary uses—that is, how data are used after their use for the provision of care. See infra sections I.B–II.A.

\textsuperscript{13} For the sake of convenience, this Note refers collectively to insurance companies, EHR vendors, and other firms engaged in the collection and sale of EHR data as “BigMedTech.” See infra section I.A.2 for a more detailed account of the EHR data market’s key participants.

\textsuperscript{14} See infra note 190 and accompanying text.
1. **Electronic Health Records and the Promise of Big Data.** — EHRs were not invented in 2009, but in that year, HITECH made them nearly ubiquitous.\(^{15}\) Untethered from the spatial limits of paper charts, EHRs promised greater quantities of high-quality data, which could be used to better inform clinical decisions. An EHR includes a patient’s administrative and billing data, insurance information, demographic information (age, gender, ethnicity, address), vital signs (blood pressure, pulse rate, respiratory rate, body temperature),\(^{16}\) medical history, family history, medication history, records of hospitalization, surgical and other procedural histories, diagnoses, immunization dates, allergies, radiological images, laboratory test results, and free-text physician notes.\(^{17}\) EHRs are of tremendous benefit to patients because they enable more efficient collection and communication of patient health information relative to paper records.\(^{18}\) For instance, if a New Yorker is hit by a car in Denver, it is now much more likely that the physicians treating them will have access to potentially life-saving information about their preexisting medical conditions or drug allergies. This leads to “improvements in the quality of care[] [and] a reduction in medical errors.”\(^{19}\)

\(^{15}\) See infra section I.B.2.


\(^{19}\) See Nir Menachemi & Taleah H. Collum, Benefits and Drawbacks of Electronic Health Record Systems, 4 Risk Mgmt. & Healthcare Pol’y 47, 48 (2011); accord Improved Patient Care Using EHRs, Off. of the Nat’l Coordinator for Health Info. Tech., https://www.healthit.gov/topic/health-it-basics/improved-patient-care-using-ehrs [https://perma.cc/K6X6-8EVG] (last visited May 24, 2020) (explaining that EHRs “can improve health care quality” in part because they allow the health information of patients to be “available in one place, when and where it is needed”).
EHRs’ advantages over paper records in the clinical-care setting apply with even greater force to their “secondary” research uses. Comprehensive EHR systems contain both cross-sectional data and valuable longitudinal data, which can be analyzed more rapidly and at much greater scale than data held in paper records. The data’s massive scale makes them immensely valuable once they are aggregated, formatted, and combined with the power of contemporary machine-learning techniques, colloquially known as “big data.” Big data represents a leap in analytical possibilities, similar to the advent of random sampling decades ago; scientific investigators can now study not just a small subset of the relevant data, but close to if not all of it” to test thousands of hypotheses at once. Academic and private-sector scientists hope that this research will lead to the development of novel treatments, drugs, and devices. The possibility of tracking outbreaks of novel coronaviruses, such as COVID-19, presents a

20. See Meredith Nahm Zozus, Rachel Richesson, W. Ed Hammond & Gregory E. Simon, Acquiring and Using Electronic Health Record Data, Duke Univ.: Rethinking Clinical Trials® (Nov. 3, 2015), https://sites.duke.edu/rethinkingclinicaltrials/acquiring-and-using-electronic-health-record-data [https://perma.cc/Z83P-LJHM] (“The use of EHR data collected during the course of clinical care for research purposes is often referred to as a secondary use of healthcare data—that is, the data were first collected as part of routine patient care and will be secondarily used for research.”).

21. Cross-sectional data are data collected on multiple subjects (individual patients) at a particular point in time, whereas longitudinal data follow the same group of subjects over multiple points in time, making them invaluable to the study of disease progressions and outcomes. See Edward Joseph Caruana, Marius Roman, Jules Hernandez-Sanchez & Piergiorgio Solli, Longitudinal Studies, 7 J. Thoracic Disease E537, E537 (2015) (“[Longitudinal data are] particularly useful for evaluating the relationship between risk factors and the development of disease, and the outcomes of treatments over different lengths of time.”); see also Jensen et al., supra note 17, at 395 (“[I]ntegrated patient data constitute a computable collection of fine-grained longitudinal phenotypic profiles, facilitating cohort-wide investigations and knowledge discovery on an unprecedented scale.”).

22. See, e.g., R. Scott Evans, Electronic Health Records: Then, Now, and in the Future, 2016 Y.B. Med. Informatics S48, S52; Jensen et al., supra note 17, at 399–401 (discussing the varied applications of machine learning to EHR databases including population-level research and integration into clinical prediction and decisionmaking support systems); see also Viktor Mayer-Schönberger, Big Data for Cardiology: Novel Discovery?, 37 Eur. Heart J. 996, 996 (2015) (“Big Data is reshaping the scientific method, and by extension scientific fields, especially those that are data rich such as cardiology.”).


prime example of how big data EHR analyses could save lives in ways that traditional clinical studies could not.\textsuperscript{26}

2. The EHR Data Market. — By 2017, large firms were already generating vast profits by selling research conducted on de-identified EHR data (or access to the data) to pharmaceutical companies and others. Social scientist Adam Tanner documents the EHR data market in his book, Our Bodies, Our Data: How Companies Make Billions Selling Our Medical Records.\textsuperscript{27} Because the industry thrives on secrecy, Tanner’s book cannot reveal the EHR market’s precise value,\textsuperscript{28} but it shows that nearly every firm with access to patient data is joining the gold rush.

The players in the EHR data market include every type of healthcare institution. The major insurers have created or acquired subsidiaries to monetize their data portfolios.\textsuperscript{29} Large healthcare providers are getting into the business as well: Kaiser Permanente, Mayo Clinic, and Geisinger Health have all entered the market on their own or partnered with other firms.\textsuperscript{30} IQVIA, the largest independent (in that it does not provide direct healthcare services) health-data broker, and its subsidiaries capture “over 33 million records for unique, de-identified patients” from which they generated $30 million in 2015.\textsuperscript{31} In 2016, IBM entered the EHR data business by acquiring three firms with a combined total of 310 million patient records.\textsuperscript{32}

EHR vendors will likely emerge as the dominant players in the EHR data market thanks to network effects, which generate data at the scale and scope necessary to dominate data markets. To briefly summarize the phenomenon: A product or service that benefits from network effects becomes

\textsuperscript{26} See Zheng et al., supra note 9, at 3–10 (finding that various virus detection algorithms could accurately predict viral respiratory-illness outbreaks and potentially accelerate government response times).

\textsuperscript{27} Adam Tanner, Our Bodies, Our Data: How Companies Make Billions Selling Our Medical Records 3–4 (2017) (describing the EHR data market, the concept of de-identification, and the investigative work undertaken to write the book).

\textsuperscript{28} See id. at 139–40 (“[M]ost companies make it difficult or nearly impossible to find out what they do with data from their patient record systems . . . .”).


\textsuperscript{30} See Tanner, supra note 27, at 73.


\textsuperscript{32} See id. at 73–74.
more valuable as more people use it, thus attracting even more users. This creates a powerful feedback loop, which Facebook, Google, telecommunications giants, and many other companies have used to generate massive wealth, both in money and data. Scholars have long recognized that EHR vendors similarly benefit from network effects—as more physicians adopt a certain EHR, even more follow suit. This factor has almost certainly contributed to the concentration of the EHR vendor market: In 2018, Cerner and Epic provided EHR systems for over fifty percent of hospitals in the United States, and for over seventy-five percent of hospitals with more than 500 beds. The network effects feedback loop—by contributing to the dominance of two EHR vendors—leads inexorably to vast concentrations of data. Epic long stood out for refusing to enter the EHR data market. But the company recently announced its project Cosmos, which will mine Epic’s 230 million patient records. Cerner, which has about 150 million patient records, already permits customers to perform analyses on “data enclaves,” without seeing the data directly.


34. See Justus Haucap & Ulrich Heimeshoff, Google, Facebook, Amazon, eBay: Is the Internet Driving Competition or Market Monopolization?, 11 Int’l Econ. & Econ. Pol’y 49, 49–54 (2014).

35. See, e.g., Douglas J. Ayers, Nir Menachemi, Zo Ramamonjarivelo, Michael Matthews & Robert G. Brooks, Adoption of Electronic Medical Records: The Role of Network Effects, 18 J. Prod. & Brand Mgmt. 127, 130–32 (2009). EHR systems are valuable as clinical tools because they can reduce costs as patients move between physicians by eliminating duplicated medical history and data entry, getting rid of illegible notes, and preventing important medical details from being forgotten. See What Are the Advantages of Electronic Health Records?, supra note 18. But these values are only realized when EHRs are “interoperable”—when they permit data from one provider’s system to integrate with another’s. See Interoperability, Off. of the Nat’l Coordinator for Health Info. Tech., https://www.healthit.gov/topic/interoperability [https://perma.cc/W5CF-6FH3] (last visited Mar. 28, 2020). While the Privacy Regime has failed to achieve interoperability, it is almost guaranteed when hospitals share the same EHR vendor. See, e.g., EHR Interoperability from Anywhere, Epic, https://www.epic.com/interoperability/ehr-interoperability-from-anywhere [https://perma.cc/ZFS2-SNDU] (last visited Sept. 8, 2020) (stating the Epic EHR platforms are interoperable with other providers’ Epic EHRs); EHR Interoperability: Why Is It So Difficult?, Carecloud, https://www.carecloud.com/continuum/why-is-ehr-interoperability-so-difficult [https://perma.cc/UYC9-EPYZ] (last visited Jan. 18, 2020) (“By helping the smaller players, interoperability is a direct threat to the larger companies’ business models. There aren’t many businesses that want to facilitate their customer’s ability to look for services at another company.”).


Fusion served only five million patients a month via its EHR platform—relatively few compared to EPIC and Cerner—but sold batches of de-identified EHR data for up to $2 million. While it is unknown how much money the larger firms reap, it is certainly far more.

Every day the business grows. UnitedHealth recently announced that it would launch its own EHR system. Amazon, Berkshire Hathaway, and JP Morgan recently announced a joint healthcare venture, which will likely include a play for medical data. Even Google, which had once abandoned the health-data business, made an inauspicious return when the Wall Street Journal revealed that 150 Google employees had access to tens of millions of patient records. Google has assured the public that it was not in violation of HIPAA.

B. The Privacy Regime: HIPAA and HITECH

Section I.B.1 describes HIPAA’s core patient-privacy safeguard, the Privacy Rule. Section I.B.2 discusses how HITECH successfully subsidized the adoption of EHR systems and improved the quality and quantity of health data collected by medical records. Part II then uses this background to explain how these laws created the EHR data market.

1. HIPAA’s Privacy Rule

a. Protecting Health Information. — The Privacy Rule establishes standards for healthcare providers, insurers, other “covered entities,” and their “business associate[s]” with respect to the disclosure and transfer of health information—defined as “information . . . that: (1) Is created or received

40. Tanner, supra note 27, at 141.
43. See Tanner, supra note 27, at 120–21 (describing Google Health, created in 2008, which was supposed to create a single central databank for all EHRs).
by a [covered entity]; and (2) Relates to the . . . physical or mental health or condition of an individual; the provision of health care to an individual; or the . . . payment for the provision of health care to an individual.”

Hospitals, clinics, other healthcare providers, insurance providers, and EHR vendors are all either “covered entities” or their “business associates” and must thus comply with the Privacy Rule. Protected health information (PHI) is “a subset of health information, including demographic information collected from an individual,” which “identifies the individual[] or . . . can be used to identify the individual.” Both paper medical records and EHRs are governed by the Privacy Rule because they contain PHI.

The Privacy Rule’s baseline principle is that covered entities may not transmit PHI to anyone other than the patient without either the patient’s “consent” or “authorization,” depending on the situation. Patient authorization is a rigidly defined concept and requires signed “authorization forms,” documents that may not be combined with any other document and must clearly describe both the PHI being disclosed and to whom it will be disclosed. Patient consent, on the other hand, is undefined by HIPAA but clearly requires that patients be informed of a requested PHI disclo-

---

47. 45 C.F.R. § 160.103 (2019). The term “covered entities” encompasses “health plan[s], . . . health care clearinghouse[s], [and] . . . health care provider[s] who [transmit] any health information in electronic form in connection with a transaction.” Id. The term “business associate” includes any entity that “creates, receives, maintains, or transmits protected health information” on behalf of a covered entity. Id. This term encompasses EHR vendors such as Epic and Cerner and myriad other health information technology firms, dubbed by the HIPAA Omnibus Rule (issued in 2013) as “Health Information Organizations,” though that term remains undefined. Id.; see also Marla Durben Hirsch, HIPAA Business Associate Compliance by EHR Vendors Not Optional, FierceHealthcare (Apr. 9, 2020), https://www.fiercehealthcare.com/ehr/hipaa-business-associate-compliance-by-ehr-vendors-not-optional [https://perma.cc/9VSX-6VZ8].


49. 45 C.F.R. § 160.103.


51. See 45 C.F.R. § 164.502(a) (“A covered entity . . . may not use or disclose protected health information except as permitted or required by [the Rules governing PHI].”); see also id. § 164.508.

52. See id. § 164.508(b)–(c). Mere consent may not be substituted for an authorization. Id. § 164.506(b). Authorizations are specifically required when covered entities wish to disclose psychotherapy notes, to use PHI for marketing purposes, or to sell PHI. Id § 164.508(a).
sure and be given the opportunity to refuse sharing their PHI. Because acquiring consent or authorization from large numbers of patients is often difficult, HIPAA permits the “waiver of authorization.” Authorization waivers can be used to facilitate PHI-based research, but only if the investigator receives permission from a “privacy board” or an Institutional Review Board (IRB)—an often-used but rigorous process.

The Privacy Rule’s twin goals of protecting patient privacy and not unduly burdening the routine provision of healthcare—which necessitates disclosing PHI to various providers, insurers, and other entities—are difficult to balance. Exceptions to patient consent and authorization requirements help PHI flow through to the many entities that need it, but they may consume the Rule itself. Most importantly, covered entities may disclose PHI for purposes of “treatment, payment, or health care operations” without authorization or consent. These exceptions could conceivably


55. See 45 C.F.R. § 164.512. The IRB review process is no simple rubber stamp; some studies find that the costs of seeking IRB review are too high relative to the risks posed to individual privacy and describe them as a barrier to research. See, e.g., Miria Kano, Christina M. Getrich, Crystal Romney, Andrew L. Sussman & Robert L. Williams, Costs and Inconsistencies in US IRB Review of Low-Risk Medical Education Research, 49 Med. Educ. 634, 634–37 (2015) (describing ubiquitous procedural blocks to research created by the IRB-approval process); see also infra section II.B.1 (describing the Common Rule, IRB Review, and the disparity in ethical regulations governing research conducted by academic and clinical researchers versus research conducted on de-identified data by BigMedTech firms).

56. See Summary of the HIPAA Privacy Rule, supra note 50 (describing the Rule’s principal goal).

57. See Uses and Disclosures for Treatment, Payment, and Health Care Operations, HHS (Dec. 3, 2002), https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/disclosures-treatment-payment-health-care-operations/index.html [https://perma.cc/U4CZ-XA4F] (last updated Apr. 3, 2003) (“The Rule generally prohibits a covered entity from using or disclosing . . . [PHI] unless authorized by patients, except where this prohibition would result in unnecessary interference with access to quality health care or with certain other important public benefits or national priorities.”).

58. 45 C.F.R. § 164.506.
cover nearly all of the PHI generated during the provision of healthcare.\textsuperscript{59} The Rule attempts to cabin these exceptions by requiring covered entities to disclose only the “minimum \{quantity of PHI\} necessary” for the particular data transaction.\textsuperscript{60} But it is unclear how much bite this standard has. For example, it is necessarily true that the minimum amount of PHI a provider must disclose to its EHR vendor is all of the PHI contained in the EHR.\textsuperscript{61} Moreover, insurers themselves tout their access to rich pools of EHR data, suggesting that the minimum necessary standard is no obstacle to amassing vast quantities of EHR data.\textsuperscript{62}

b. The De-Identification Dichotomy. — This Note uses the term “de-identification dichotomy” to describe the sharp contrast between the complex regulatory regime governing PHI—including the need for patient authorization and consent, IRB approval processes, the exceptions to the rule of patient authorization, and the minimum necessary standard—and the absence of de-identified EHR-data regulations. In order for PHI to become de-identified it must be stripped of names, addresses, birth dates, admission and discharge dates, telephone numbers, email addresses, social security numbers, plan provider numbers, biometric identifiers, and full face photographs.\textsuperscript{63} With these fields removed, data can be freely used and transferred without patient or provider knowledge, IRB supervision, or any other limitation.\textsuperscript{64}

\textsuperscript{59} See Uses and Disclosures for Treatment, Payment, and Health Care Operations, supra note 57 (listing extensive applications of these exceptions including “[b]illing and collection activities,” “[l]egal\["] and auditing services,” “[b]usiness management and general administrative activities,” and much more).

\textsuperscript{60} 45 C.F.R. § 164.514(d).


\textsuperscript{62} For instance, United Health Group’s Optum has “216 million lives of [EHR-derived] clinical and claims data.” See Data: Establish the Foundation for Better Outcomes, supra note 29.

\textsuperscript{63} 45 C.F.R. § 164.514(b). To be considered de-identified, data cannot be readily re-identifiable, as determined by an expert. Id. Covered entities are entitled to transfer PHI to business associates for the purpose of creating de-identified data regardless of the data’s ultimate end user. Id § 164.514(e)(3)(ii).

\textsuperscript{64} See id. § 164.502(d); see also Hoffman & Podgurski, supra note 54, at 139 (“But de-identified information is not covered by the privacy regulations, so the Privacy Rule does not entitle patients to any notice regarding research uses of data without identifiers.” (footnotes omitted)).
The purpose of drawing attention to this stark contrast is explored further in section II.A, but chiefly it demonstrates the extent to which HIPAA balances privacy and the provision of healthcare, without directly addressing the flow of data for secondary uses. To be clear, the de-identification dichotomy is an important part of promoting valuable research without compromising patient privacy. But as it is written, HIPAA does not account for its interaction with other key laws. Consequently, the de-identification dichotomy has failed to promote research while primarily benefiting BigMedTech.

2. Building a National Health Informatics Infrastructure. — In 2009, Congress passed HITECH as part of the American Recovery and Reinvestment Act; subsidizing EHRs, it was thought, would both stimulate the economy and improve healthcare outcomes. For the purposes of this Note, HITECH can be broken down into two broad components. First, it subsidized and strongly encouraged adoption of EHR technology, leading to a rapid rise in adoption and use rates. Second, it sought to make EHRs "interoperable," allowing "health data [to] flow freely, privately, and securely to the places where they are needed." While HITECH’s purpose was to establish "a nationwide health information technology infrastructure," this Note considers it a key part of the Privacy Regime because it balanced its principal goals against patient privacy (most notably via the Breach Notification Rule) but did not seek to directly shape the flow of EHR data for secondary uses.

65. See Hoffman & Podgurski, supra note 54, at 104–05, 130–31 (explaining the value of de-identification for protecting patient privacy and the possibilities of using de-identified EHRs for research); Marc A. Rodwin, Patient Data: Property, Privacy & the Public Interest, 36 Am. J.L. & Med. 586, 589 (2010) (calling for the creation of a national database of de-identified EHRs in order to promote research while protecting patient privacy).

66. See infra note 189 and accompanying text (reviewing various works of scholarship proposing solutions to the problem of clinical researchers lacking access to large EHR databases).


68. Blumenthal, supra note 67, at 382.


70. The Breach Notification Rule requires disclosure when a covered entity disseminates PHI outside of HIPAA’s boundaries. See 45 U.S.C. § 17932 (2018). HITECH also
a. Encouraging EHR Adoption. — Pursuant to HITECH, the Centers for Medicare and Medicaid Services (CMS) (part of HHS) promulgated the three-stage Meaningful Use (MU) regulations subsidizing the adoption of EHRs.\footnote{71} In exchange for adopting and actively using a CMS-certified EHR platform, healthcare providers received increased Medicare and Medicaid reimbursements (that is, payment in excess of the usual reimbursement rate for a given medical procedure).\footnote{72} All told, MU payments to providers have exceeded $36 billion.\footnote{73} MU Stage One incentivized entry of PHI into EHR systems.\footnote{74} Stage Two set over twenty goals for participating providers, including (among others) use of EHRs to record medication, laboratory and radiology test results, demographic information, patient vital signs, smoking status, drug prescriptions, referrals to specialists, and summaries of care.\footnote{75} Stage Three expanded on the Stage Two goals, but its implementation coincided closely with the passing of the Medicare Access and CHIP Reconciliation Act (also known as ACA or “Affordable Care Act”).\footnote{76} This Act contains provisions requiring that the Privacy Rule and Security Rule’s provisions (the latter covers the physical and digital safeguards intended to prevent unintended and unauthorized dissemination of PHI) and all compliance-related penalties apply equally to business associates and covered entities. See id. §§ 17931, 17934; see also Frank Pasquale, Grand Bargains for Big Data: The Emerging Law of Health Information, 72 Md. L. Rev. 682, 710 (2013) [hereinafter Pasquale, Grand Bargains] (“The law focuses on incentives to improve . . . population health, all while protecting privacy, confidentiality and security.” (citing Nicholas P. Terry & Leslie P. Francis, Ensuring the Privacy and Confidentiality of Electronic Health Records, 2007 U. Ill. L. Rev. 681, 691–96)).

\footnote{71} See Sharona Hoffman, Electronic Health Records and Medical Big Data: Law and Policy 38, 42 (2016). These subsidies varied according to whether the provider was an “eligible professional” or an “eligible hospital” and whether they participated in the Medicare or Medicaid program (which are different but function similarly). See id. at 39–41. EHR certification is overseen by HHS’s Office of the National Coordinator for Health Information Technology (ONC), which tests EHR design, usability, task-completion speed, data quality, data collection type, and other metrics. Id. at 47–49.

\footnote{72} See 42 C.F.R. § 495.2(a) (2019) (explaining the purpose of the MU “payment incentives under Medicare Part B [and Medicaid] for eligible professionals who adopt and meaningfully use certified [EHR] technology”).

\footnote{73} See Lucia Savage, Martin Gaynor & Julia Adler-Milstein, Digital Health Data and Information Sharing: A New Frontier for Health Care Competition?, 82 Antitrust L.J. 593, 599 (2019) (explaining that HITECH provided over $36 billion in incentive payments for physicians and hospitals to adopt and meaningfully use (as specified by CMS “Meaningful Use” criteria) software (with functions prescribed by ONC) to keep track of their patients’ medical care through EHRs); see also Joseph D. Szrejko, Note, Reading Between the Lines of Electronic Health Records: The Health Information Technology for Economic and Clinical Health Act and Its Implications for Health Care Fraud and Information Security, 47 Conn. L. Rev. 1103, 1112 (2015) (“Incentive payments under the HITECH Act are only available to the providers that demonstrate meaningful use of EHRs.”).

\footnote{74} See 42 C.F.R. § 495.2(d). The types of PHI are further broken down to include entry of drug prescriptions and drug allergies, for example. Id.

\footnote{75} See Hoffman, supra note 71, at 43. Stage Two also required submission of “clinical quality measures . . . designed to determine and track the quality of healthcare services” such as “the percentage of patients fifty to seventy-five years of age who” were screened for colorectal cancer. Id. at 44–45.
Reauthorization Act of 2015 (MACRA). MACRA established a separate but overlapping incentive program, the Merit-Based Incentive Payment System (MIPS), charged with promoting interoperability, reducing the cost of care, and improving care quality.

HITECH and MU were astoundingly successful in encouraging adoption and use of EHR systems. EHR penetration rates among office-based physicians increased from twenty percent in 2004 to eighty-six percent in 2017. For hospitals, penetration increased from less than ten percent in 2008 to ninety-six percent in 2017. Finally, there is strong empirical evidence that this rapid rate of adoption (of a complex and often maligned technology) would not have occurred without HITECH’s incentives.

b. Interoperability. — A second major goal of HITECH, MACRA, MU, and MIPS (and the primary purpose of Congress’s latest effort at improving the nation’s health information technology infrastructure, the 21st Century Cures Act) was improving the movement of data across providers, insurers, EHR platforms, and time—commonly referred to as EHR “interoperability.” Interoperability enables patients to freely travel between providers with all of their medical information (thus reducing costly duplicative labor and medical errors) and providers to switch between EHR vendors without losing patient records. On a broader level, it is hoped that achieving interoperability will foster a national healthcare infrastructure.

81. See, e.g., Julia Adler-Milstein & Ashish K. Jha, HITECH Act Drove Large Gains in Hospital Electronic Health Record Adoption, 36 Health Affs. 1416, 1421–22 (2017) (“We found that HITECH drove annual gains in EHR adoption of 8 percentage points in the five years after implementation . . . . [T]his result is dramatic and suggests that HITECH can serve as a model for other countries . . . .”).
83. See Interoperability, supra note 35 (discussing how these various stakeholders interact to encourage interoperability).
84. See Hoffman, supra note 71, at 54.
system that uses EHR data to continuously improve the provision and deployment of care, ultimately improving the health of all Americans.85

The government has been less successful on the interoperability front. HHS’s Office of the National Coordinator for Health Information Technology (ONC) implements the various governmental efforts at achieving interoperability.86 Despite ONC’s best efforts, scholars agree that interoperability lags far behind EHR penetration: “By 2015, . . . only 6% of health care providers could share patient data with other clinicians who use an EHR system different from their own.”87 It remains to be seen whether the 21st Century Cures Act will be successful where previous efforts have failed.

II. PRIVATIZING PRIVACY: HOW HIPAA AND HITECH GAVE AWAY THE EHR

The question posed by the information presented in Part I is: Did the Privacy Regime contribute to the formation of the EHR data market, and if so, how? Without any clear statements from BigMedTech firms regarding how they collect and use PHI, it is difficult to answer with absolute certainty. Nonetheless, publicly available information permits drawing some important conclusions. Section II.A proposes that the Privacy Regime has played a pivotal role in creating the EHR data market and continues to shape it by concentrating EHR data in the hands of a few large firms. Accepting this argument, the next logical question is: Why should it matter if EHR vendors and insurance providers make money on the side as long as they continue providing healthcare services while protecting patient privacy? Section II.B argues that the Privacy Regime not only allows BigMedTech to conduct medical research without any of the ethical or scientific supervision applicable to academic research but also prevents academic researchers from accessing this potentially lifesaving resource. Because these defects can be remedied without compromising patient privacy or EHR adoption, their recognition demands congressional action, discussed in Part III.

86. See id.
87. See Miriam Reisman, EHRs: The Challenge of Making Electronic Data Usable and Interoperable, 42 Pharmacy & Therapeutics 572, 572–74 (2017); cf. Hoffman, supra note 71, at 55 (“Interoperability will not happen without regulatory intervention. Vendors are not motivated to promote interoperability because it will increase the likelihood that dissatisfied customers will jettison their existing EHR systems and switch to new ones made by different manufacturers.”).
A. The Privacy Regime Created the EHR Data Market and Funnels Data to BigMedTech

Analyzing the EHR data market in light of the Privacy Regime yields three key findings providing compelling evidence that the existence of the EHR data market and the dominance of BigMedTech within that market are the direct result of the Privacy Regime. First, section II.A.1 demonstrates that the EHR data market would not exist without both HITECH’s subsidies and HIPAA’s de-identification dichotomy. Next, section II.A.2 shows that HIPAA funnels data “upward” toward BigMedTech. Finally, section II.A.3 argues that HIPAA’s de-identification dichotomy, the high cost of de-identification, and HITECH’s failure to achieve interoperability ensure that EHR data cannot escape the HIPAA funnel.

1. HIPAA and HITECH Created the EHR Data Market. — As section I.A.1 demonstrates, HITECH increased both the scope and scale of data available for medical research. In the eight years after its passage, HITECH increased EHR penetration rates from approximately ten percent to ninety percent—thereby increasing the sheer number of analyzable medical records. EHRs also increase the scope of available data by capturing more data points covering more measurements in each patient–doctor interaction—“cross-sectional” data capture—and by tracking patients across years or decades—“longitudinal” data capture. It would be logistically and technically impossible to create comparably comprehensive medical record databases using paper records.

The increased scope and scale of data capture were crucial to the formation of a robust data market. Clinical investigators have studied medical records for hundreds of years. But the promise of big data for EHR-based research is significantly higher than that of paper records. HITECH. 

88. It is important to note at the outset of this analysis that the EHR data market, and the concentration within that market, owes its existence to several nonlegal economic factors, most prominently network effects. See supra notes 33–36 and accompanying text; see also infra notes 124–126 and accompanying text (discussing other such factors). Section II.A, however, shows that without the Privacy Regime, the EHR data market could not exist as it does today.

89. See supra notes 78–81 and accompanying text; see also Pascal Coorevits, Mats Sundgren, Gunnar O. Klein, Anne Bahr, Brecht Claerhout, Christel Daniel, Martin Dugas, Danielle Dupont, Andreas Schmidt, Peter Singleton, Georges De Moor & Dipak Kalra, Electronic Health Records: New Opportunities for Clinical Research, 274 J. Internal Med. 547, 549–50 (2013) (“Indeed, a very dramatic recent increase [in EHR adoption] in the USA has been largely due to government financial incentives for EHRs with ‘meaningful use’ criteria.”).

90. See supra notes 16–21 and accompanying text.

91. Again, several BigMedTech firms exploit hundreds of millions of patient medical records. See supra section I.A.2. Without EHRs, data would have to be manually transferred from paper records to electronic databases before any analysis could take place.

research lies in leveraging millions, not hundreds or thousands, of records.93 Scholar Shoshana Zuboff describes big data as “the ultimate tapeworm” because its analytical power depends entirely on the amount of data available for processing.94 Data markets, and the firms that dominate them, rely on massive volumes of information to feed this tapeworm and must maximize data capture across every possible dimension.95 Thus, HITECH created the raw materials necessary for the medical-record data market’s existence.

HITECH gave BigMedTech firms a valuable resource to exploit, but without HIPAA there would not have been a legal framework within which to do so. Before HIPAA, a “patchwork” of potentially incompatible state laws governed the exchange of patient health information.96 Generally, a clear and uniform regulatory regime is preferable for market participants.97 But one could easily envision a world in which HIPAA simply pro-

could be applied to series of case histories to test hypotheses about disease causation or therapeutic efficacy, increasing the value of archives of such histories in medical centers.”); Dan R. Schlegel & Gregorie Ficheur, Secondary Use of Patient Data: Review of the Literature Published in 2016, 26 Y.B. Med. Informatics 68, 68 (2017) (finding that medical record data are often reused for research by the institution that first collects it).

93. See supra notes 20–23 and accompanying text; see also Barbara J. Evans, Barbarians at the Gate: Consumer-Driven Health Data Commons and the Transformation of Citizen Science, 42 Am. J.L. & Med. 651, 655 (2016) [hereinafter Evans, Barbarians at the Gate] (noting that today’s medical challenges “require access to very large-scaled data resources—sometimes, data for . . . millions of individuals . . . . The most valuable data resources are deeply descriptive[,] . . . [and contain] a rich array of genomic and other diagnostic test results, clinical data” and more); Pasquale, Grand Bargains, supra note 70, at 683 (“Quantitative analysis of large information sets (‘big data’) has spurred scientific and business breakthroughs. Better collection and analysis of health data may save lives, cut costs, and expand access to care.”); cf. Rodwin, supra note 65, at 586 (“Tapping data from patient records would make possible similar evaluations at much lower costs, yield continually updated information, and facilitate rapid learning. It would provide information on populations and variables not included in clinical trials.”).


95. See Zuboff, supra note 94, at 201 (describing dominant firms’ leveraging of “economies of scope” as requiring not only a vast number of individual data subjects or records, but variation and depth in the characteristics measured).


hibited any sale of medical data or any research without patient consent. Instead, HIPAA established a sharp line: On one hand, identifiable data cannot be sold, and their movement and use are governed by a complex regulatory regime—while on the other hand, de-identified data may be analyzed and sold with almost no regulation. By clearly limiting itself to regulating identifiable medical data, HIPAA opened the door to a robust market for de-identified EHR data.

2. HIPAA Gives BigMedTech an EHR Data Pipeline. — The Privacy Rule also provides BigMedTech with the mechanism for acquiring EHR data through the Privacy Rule’s treatment, payment, and operations exceptions to authorization and consent requirements. To be clear, these exceptions are broad: They all “require use and disclosure of protected health information, [and] are [all] essential to the effective operation of the health care system.” By definition, all PHI collection is related to patient treatment. An insurer has several legitimate avenues for aggregating PHI, such as eligibility and coverage determinations, billing and collection activities, medical necessity reviews, credit bureau disclosures, and “certain administrative, financial, legal, and quality improvement activities . . . that are necessary to run its business.” And while EHR vendors are not clearly referenced in the Rule or in any guidance, their centrality to gathering, storing, and moving PHI requires that they have access to the entire EHR.

The Privacy Rule’s exceptions are laid atop economic dynamics in the healthcare industry, and together they form a large-capacity data pipeline

---

98. See supra section I.B.1. In particular, PHI cannot be sold without a patient-signed document detailing what PHI is being sold and to whom. Each further sale of that same PHI would require another signed authorization form. 45 C.F.R. § 164.502(a)(5)(ii) (2019).

99. This is especially true given that medical data need not be identifiable to be valuable. See Rodwin, supra note 65, at 609 (“Aggregate patient data is valuable for purposes that do not require identifying individuals[. . . .

100. See 45 C.F.R. § 164.501 (defining “treatment” as including “consultation between health care providers relating to a patient” during which PHI is gathered in the EHR); see also How May the HIPAA Privacy Rule’s Minimum Necessary Standard Apply to Electronic Health Information Exchange Through a Networked Environment, HHS (Dec. 15, 2008), https://www.hhs.gov/hipaa/for-professionals/faq/545/how-may-hipaas-minimum-necessary-standard-apply-to-electronic-information/index.html [https://perma.cc/JL5T-U4ZS] (last updated July 26, 2013) (stating that PHI transfers between providers for treatment purposes are not subject to the minimum necessary standard).

101. Cf. supra notes 59–62 and accompanying text (discussing the vagueness of the “minimum necessary” standard and the breadth of the Privacy Rule’s authorization exceptions).
for BigMedTech firms. There were thirty-six million admissions in 2018 to the country’s six thousand hospitals, and ninety million patients visited its eight thousand urgent care centers. In turn, thanks to network effects and economies of scale, well over half of the EHR market is captured by Epic and Cerner and four insurance companies dominate healthcare payment. Because big data analysis requires massive quantities of data, these firms are incentivized to gather as much of the EHR data flowing through their networks as possible. To the extent that providers could push back on BigMedTech’s use of EHR data, it is not clear why they would, given the comparably meager volume and value of their data. Perhaps more importantly, while almost all hospitals must use some data to report quality measures to the federal government, clinical and academic research simply are not critical to the mission of providing acute patient care.

There is little official information on BigMedTech’s data-aggregation practices. But reporting by Tanner and other journalists—corroborated by


105. See supra notes 33–36 and accompanying text.


107. See supra notes 16–23, 92–95 and accompanying text.

108. Given thirty-six million hospital admissions for six thousand hospitals, the average hospital sees approximately six thousand admissions per year, far fewer data points than those held by BigMedTech firms sitting at the top of the data collection pyramid. See Fast Facts on U.S. Hospitals, 2020, supra note 104.


110. About five percent of U.S. hospitals are considered to be academic medical centers (AMCs)—as opposed to community medical centers—but the research conducted at AMCs is credited with many of the most important medical breakthroughs in history. The Differences Between Academic and Community Medical Centers, Geo. Wash. Univ. Sch. of Bus., https://healthcareinba.gwu.edu/blog/the-differences-between-community-and-academic-medical-centers [https://perma.cc/3ZDD-JQD3] (last visited Apr. 12, 2020). Community medical centers have little secondary use for their EHR data beyond collecting the quality metrics they report to the government. See id.
the firms’ websites—speaks to the large volume of data moving through the HIPAA-exceptions pipeline.\textsuperscript{111}

3. The Only Game in Town: How the Privacy Regime Prevents EHR Data from Escaping the Funnel. — The corollary to the “funnel” dynamics described above is that the Privacy Regime also prevents EHR data from flowing outside of the funnel. This section first argues that the rules governing EHR-based clinical studies inhibit the large-scale aggregation of identifiable PHI. Second, because providers cannot sell PHI, firms and research institutions not in the business of treatment, payment, or healthcare operations cannot aggregate sufficient volumes of data. Third, the cost of de-identification and data management discourages most providers from withholding data from BigMedTech and from leveraging their EHR data themselves. Finally, the Privacy Regime’s ongoing failure to achieve interoperability inhibits “horizontal” data flow—that is, data can easily flow “vertically” upward from providers to insurers, EHR vendors, and other firms, but not across providers or EHR systems—thereby increasing the value of HIPAA’s exceptions for data aggregation.

BigMedTech’s stores of de-identified EHR data are valuable in large part because the Privacy Regime prevents healthcare providers from assembling PHI databases on the scale required for big data analysis.\textsuperscript{112} This makes sense from a privacy perspective: Allowing dozens or even hundreds of organizations to pool identifiable data for research is antithetical to the conceptions of individual privacy that underpin the Privacy


\textsuperscript{112} See supra section I.B.1.i (discussing HIPAA’s complex regime covering the movement of PHI among covered entities); see also supra notes 16–23, 94–95 and accompanying text (discussing the promise of big data EHR analysis, which requires hundreds of thousands or millions of medical records). HIPAA does allow researchers to compile “limited data set[s].” See 45 C.F.R. § 164.514(e) (2019). Sixteen identifiers must be removed for data sets to be considered “limited” and must be accompanied by “data use agreements.” Id. These agreements establish “the ways in which the information in the limited data set may be used and how it will be protected.” How Can Covered Entities Use and Disclose Protected Health Information for Research and Comply with the Privacy Rule?, NIH, https://privacyruleandresearch.nih.gov/pr_08.asp [https://perma.cc/2U6X-NEQY] (last visited Apr. 11, 2020). Some limited data set requirements are relatively vague, for example: “[u]se of appropriate safeguards to prevent use or disclosure of the information other than as provided for by the data use agreement.” 45 C.F.R. § 164.514(e)(4)(ii)(C)(2). Others are more demanding, requiring covered entities to “[n]ot use or further disclose the information other than as permitted by the data use agreement.” Id. § 164.514(e)(4)(ii)(C)(1). Such limits inevitably render limited data sets less attractive for research, and more difficult to aggregate, than unregulated de-identified data.
Regime. Clinical research (including PHI-based research) is thus highly regulated under both HIPAA and the Common Rule, which applies to all human-subject research funded at least in part by any of twenty federal agencies (hence, a “common” rule). The Common Rule permits HIPAA-covered entities to use EHR data for secondary research without the full IRB review applicable to studies that actively use human participants. Nonetheless, most academic medical centers (AMCs) require investigators to approach an IRB to confirm exemption before research can begin. Thus, conducting population-wide research on millions of records would first require collaboration among dozens of IRBs, which commentators agree is logistically quite difficult. It is far more efficient to first aggregate PHI through approved HIPAA channels before de-identifying the data and then commencing research. Gathering vast quantities of PHI before de-identifying for a clinical study is not practically different from what BigMedTech firms do; the only difference is in the stated purpose. Gathering it for research purposes entails the logistical obstacles described above, but none of those obstacles apply to gathering PHI for treatment, payment, or healthcare operations.

113. See Summary of the HIPAA Privacy Rule, supra note 50 ("A major goal of the Privacy Rule is to assure that individuals' health information is properly protected . . . [and] to define and limit the circumstances in which an individual's protected health information may be used or disclosed by covered entities."). Moreover, de-identifying and then pooling EHR data presents a significant technical challenge, which most organizations are simply not equipped to solve. See infra notes 126–131 and accompanying text (discussing the technical and financial challenges of EHR database management and de-identification).

114. For the purposes of research, the Privacy Rule defines a human subject as "a living individual about whom an investigator . . . obtains, uses, studies, analyzes, or generates identifiable private information or identifiable biospecimens" where "[i]dentifiable private information is private information for which the identity of the subject is or may readily be ascertained by the investigator or associated with the information." 45 C.F.R. § 46.102(e)(1), (5).


116. 45 C.F.R. § 46.104(d)(4); see also infra text accompanying note 158. More to the point, the government does not fund BigMedTech research and thus those firms need not comply with any of the Common Rule’s requirements. See 45 C.F.R. § 46.101.

117. See supra note 110 (defining AMCs).

118. See infra section II.B (discussing in greater detail the legal and extralegal constraints imposed on academic researchers that are absent in for-profit research).


120. See supra sections I.A.2–.B.1, II.A.2 (discussing the state of the EHR data market and the treatment, operations, and payment mechanisms used by BigMedTech to gather this data).

121. See supra notes 100–111 and accompanying text.
The Privacy Regime also makes any kind of data aggregation nearly impossible for nonhealthcare firms. If providers were permitted to sell PHI, other firms could potentially compile large databases and compete with BigMedTech.122 Though even then, they would face the disadvantage of paying for data that BigMedTech firms gather freely during other profit-generating activities.123 Thus, regardless of the prohibition on PHI sales, the PHI funnel grants BigMedTech firms a nearly insurmountable advantage for gathering PHI relative to outside firms or clinical researchers.

As discussed above, most U.S. hospitals do not conduct clinical research, and therefore may not be attuned to the possibility of using their data for such purposes124—but even if they were, de-identification and EHR data management makes contributing data prohibitively costly. Manual HIPAA-compliant de-identification is expensive—though necessary because physician’s notes often contain patient-identifying details.125 But automated processes under development are likely to be expensive as well. They require the application of algorithms trained on EHRs where identifying information has been manually flagged by researchers.126 And even after de-identification, converting EHR data to an analyzable format requires processing the structured (temperatures, weights, dosages, mortality, etc.) and unstructured (clinical notes, radiological images, etc.) data into a standardized form.127 Both steps are complex, but the latter is especially so, requiring the application of advanced (and constantly evolving) machine-learning techniques known as “natural language processing.”128 Providers would then need to coordinate with their peers to connect the

122. Cf. 45 C.F.R. § 164.502(a)(5)(ii) (2019) (forbidding the sale of PHI outside of very limited circumstances). Moreover, this Note does not dispute that permitting the sale of PHI would unacceptably compromise personal privacy and autonomy.
123. See supra sections I.B.1, II.A.2.
124. See supra note 110 and accompanying text.
126. Govern, supra note 125.
127. See Elizabeth S. Chen & Indra Neil Sarkar, Mining the Electronic Health Record for Disease Knowledge, in Biomedical Literature Mining 269, 269–71 (Vinod D. Kumar & Hannah Jane Tipney eds., 2014) (describing the text-mining process, which includes “data selection, preprocessing, transformation, data mining, and interpretation/validation”).
128. See id.
de-identified data sets, an added expense of time and money. Finally, data scientists must apply advanced algorithms to the data to detect patterns and test hypotheses. These expenses, in addition to costly EHR vendor fees, further disincentivize providers from withholding EHR data from BigMedTech as they negotiate for EHR services or insurance reimbursements.

Finally, the Privacy Regime’s failure to achieve true interoperability further inhibits data aggregation by organizations outside of BigMedTech. HITECH and similar laws were supposed to enable the horizontal movement of data—again, data flowing with patients to multiple providers, insurers, and EHR vendors. But the ongoing inability to achieve this goal means data primarily moves vertically—upward from patients to providers to BigMedTech firms—via the HIPAA funnel. Here, the law cannot bear all of the blame. Interoperability is an extraordinarily challenging technical problem facing many headwinds including: skepticism from providers, the high cost of upgrading EHR systems, incompatibly customized EHR systems (to meet the needs of differing institutional workflows), shifting regulatory requirements, and more. Even if interoperability were achieved, it would not instantaneously create large shared databases; researchers have many nontechnical disincentives to sharing data. Nonetheless, many believe that true interoperability could empower researchers to share, aggregate, and study EHR data in collaboration.

129. In contrast, BigMedTech firms continuously acquire massive volumes of data and do not need to coordinate with their peer firms. See supra section I.A.2 (discussing how much data various BigMedTech firms hold); see also supra notes 116–121 and accompanying text (discussing the challenge of coordinating various IRBs for the purpose of building shared research resources).


132. See supra note 87 and accompanying text (finding that only six percent of EHR systems are thought to be interoperable in any meaningful way).


Meanwhile, its absence has no doubt helped clear the field for BigMedTech firms, which sit atop the Privacy Regime’s powerful data-aggregation apparatus.

All this said, other technology firms have attempted to penetrate the EHR data market. Google is the most obvious—its partnerships with Ascension, Mayo Clinic, and other large hospital systems provide access to valuable stores of high-quality data. But while studies on thousands of patient records are quite valuable, the promise of EHR-based clinical research lies in achieving massive scale. On this front Google has been frustrated, having been rebuffed by Cerner despite offering up to $250 million in discounts for its data-storage services. More recently, Google and its peer firms may have scored a victory in a new interoperability rule promulgated by CMS in May 2020. The rule allows patients to integrate their EHR data with third-party health and fitness applications on individual users’ various devices. This could give firms like Google, which recently acquired Fitbit with its twenty-eight million users, the opportunity to amass vast quantities of health data. Epic vehemently opposes the rule; it sent letters to many prominent healthcare providers urging opposition to the rule and promises to sue to block its implementation.


137. See supra notes 20–26, 93–95 and accompanying text.

138. See Copeland et al., supra note 136 (“Google had a bigger goal in pushing for the [Cerner] deal than dollars and cents: a way to expand its effort to collect, analyze and aggregate health data on millions of Americans.”). Cerner ultimately signed a similar deal with Amazon, Id.


remains to be seen whether this rule will result in interoperability that benefits either patients or medical research. Epic maintains that it is fighting the rule out of concern for patient privacy.143

B. The Price of Privacy: Unsupervised Research and Unanswered Questions

This section shows that by funneling EHR data to BigMedTech, the Privacy Regime creates two distinct and incompatible sets of rules for medical research. One set applies to the academic world: It requires IRB approval, peer review, and publication. The other set applies to BigMedTech firms and permits research that is completely unregulated, vulnerable to bias, and unpublished. It is important to remember from the outset that BigMedTech owes its ability to sell EHR-based research to a legal regime—for that reason, lawmakers must be attuned to the Privacy Regime’s potentially harmful consequences.144 First, section II.B.1 argues that this regime fails to place BigMedTech’s research under the ethical scrutiny to which the exact same research would be submitted if it were being conducted by academic researchers. Then, section II.B.2 argues that this research may be methodologically flawed in the absence of academic participation because it is conducted by non-clinicians and without peer review or publication.

The problem is not that each and every study conducted by BigMedTech firms harms patients—indeed, many may be beneficial. The problem is that the Privacy Regime fails to systematically maximize research benefits while minimizing possible harms, which is a fundamental principle of medical research ethics.

1. The Absence of Ethical Supervision Applicable to Clinical Research Is Anathema to Medical Ethics. — The medical establishment has long recognized the need to “foster . . . innovative research [and] . . . expand the knowledge base in medical and associated sciences” while mitigating possible harm to research subjects.145 In response to Nazi human experimentation, the Nuremberg Code of 1947 announced the world’s first set of

143. Jason, supra note 140 (“Although Faulkner says the company supports patient access to their data, she states the rule will result in app makers gaining access to patient data without consent.”).

144. This Note does not review the potential privacy-related harms (such as re-identification or the risk of a security breach) posed by such research. See Hoffman & Podgurski, supra note 54, at 102–07. Instead, it attempts to demonstrate that even a hypothetically perfect privacy regime will systematically fail to account for other harms without imposing ethical review.

ethical principles for medical research. In the mid-1970s widespread outrage followed the revelation that American researchers had inoculated hundreds of Black men with syphilis without their consent and without treating them for forty years in the Tuskegee study. In response, the United States declared its commitment to the Nuremberg Code’s standards in the famed Belmont Report, which announced the three foundational principles of ethical medical research: “respect [for] persons, beneficence, and justice.” The principle of “respect for persons” requires treating individuals as autonomous agents; it is embodied in the familiar medical and legal doctrine of informed consent. The principle of “beneficence” incorporates two separate duties—first, “do not harm,” and second, “maximize possible benefits and minimize possible harms”—and in practice requires that a study’s benefits outweigh its risks. Finally, “justice” requires fairness in the distribution of benefits and burdens in medical research.

Generally, “if there is any element of research in an activity, that activity should undergo review for the protection of human subjects.” All investigators must safeguard the Belmont Principles in the course of any study, but IRBs are the Principles’ formal safeguard. They review any proposed research project’s purpose and methodology for beneficence, informed consent or an appropriate informed consent waiver, and equitable subject selection. They may also continuously monitor subject-safety where the study’s design requires it. Critically, even the least risky aca-

147. Id. at 15–16.
149. See the Belmont Report, supra note 145. “Informed consent” is the patient’s right to “be given the opportunity to choose what shall or shall not happen to them” and mandates disclosure of sufficient information regarding the research procedure, purposes, risks, and benefits before the individual consents to the proposed intervention. Id.
150. See id. “Do not harm” is a separate duty from “minimize possible harms” in that the latter requires balancing possible (as opposed to known) harms against benefits before undertaking a particular procedure. Id. Harm can be “psychological,” “physical,” “legal,” “social,” or “economic,” though “other possible kinds should not be overlooked.” Id. “Risks and benefits of research may affect the individual subjects, the[ir] families, . . . and society at large (or special groups of subjects in society).” Id. Benefits include treatment and the “knowledge to be gained from the research.” Id.
151. Id.
153. Id. at 15 (“Everyone in research is responsible for human subject protection. Institutional Review Boards (IRB) are unique in that this is their sole reason for existence.”). IRBs are composed of individuals representing varied institutional stakeholders, including both clinical investigators and others who explicitly must not be investigators in order to better represent research subjects’ interests. Id. at 18.
154. Id. at 17–18.
155. Id.
ademic studies will undergo some IRB scrutiny to ensure scientific validity and thus, beneficence.156 This is necessary because “[e]very study has some risk,” a study’s benefits must outweigh its risks to be beneficent, and a study can have no benefit without scientific validity.157

Under the Common Rule, studies conducted by HIPAA-covered entities using only EHR data are exempt from IRB review because it is believed that the main risk is to the subjects’ privacy.158 Academic investigators using EHR data need only comply with HIPAA’s privacy protections (namely, de-identification) to minimize this risk.159 Nonetheless, it is commonly understood that a determination of exemption from IRB review may only be made by an IRB and that researchers cannot make this determination for themselves.160 Moreover, publication in any reputable journal requires IRB review.161 Thus, regardless of the law, an IRB will review academic proposals for compliance with the Belmont Principles.

BigMedTech firms will correctly argue that any research they conduct is exempt from IRB review because they do not receive any federal funding and thus are not regulated by the Common Rule.162 But this lack of ethical supervision nonetheless violates the Belmont Principles that HIPAA and the Common Rule are meant to safeguard. The scale of data collected and

---

156. For an example of this type of review, see IRB Inquiry Form, Kaiser Permanente Ctr. for Health Rsch., https://research.kpchr.org/Portals/1/Documents/Forms-Templates/IRB_Inquiry_Form_NW.docx [https://perma.cc/AB V7-TAU6] (last visited Oct. 2, 2020) (“Section One—Please provide a brief summary (about half a page) of your proposed project, including the purpose and the methods being used[.]”).

157. Breault, supra note 146, at 18 (“Therefore, the IRB reviews the basic scientific validity of the study, to determine if the benefits outweigh the risks.”).


162. See 45 C.F.R. § 46.101.
analyzed by BigMedTech dwarfs data collection by AMCs. It is critical to remember that scale in big data analysis translates to powerful results, both in the statistical sense and in the sense that BigMedTech’s studies may have rippling effects throughout society. These studies are unpublished, so one can only speculate as to what conclusions they contain. But by way of example: An insurer could use EHR data to conclude that people who have high blood pressure tend to be overweight and take more time off from work. They could then sell this report to employers who could begin screening out overweight applicants. No IRB will have reviewed the validity of such a study to ensure that its benefits outweigh its risks. Where such a study draws conclusions about disadvantaged minorities, it also violates the principle of justice by unduly burdening one group of people with the consequences of its conclusions.

2. BigMedTech Is Not Subject to the Constraints of Academic Research and Its Research May Be Methodologically Flawed. — The above discussion forewarns perhaps the most fundamental problem with BigMedTech’s EHR-based research: It is also not subject to any of the extralegal constraints imposed on academic investigators. While private studies’ legal exemptions from full IRB review may be justified, there is no justification for exemption from any and all ethical or scientific scrutiny.

The peer review and publication processes impose strict, formal constraints on academic researchers that are absent in the for-profit setting. The International Committee of Medical Journal Editors, an association of major global medical journals, issues comprehensive guidelines for research ethics, which are prerequisites to publication. Peer review—required under these rubrics—is “the [unbiased, independent, and] critical assessment of manuscripts . . . by experts.” Scientific hypotheses are generally only accepted by the academic community after publication in a

---

163. See supra sections IA.2 and IIA (exploring how and why some BigMedTech firms have hundreds of millions of patient records to use for research while most AMCs have far fewer).

164. See supra notes 21–26, 93–94 and accompanying text (discussing the power of big data EHR analysis which, among other things, could help track the spread of viruses such as the one at the center of the COVID-19 pandemic).

165. The Tuskegee study’s use of Black men is a clear example of a violation of the principle of justice. The Belmont Report, supra note 145; see Hoffman & Podgurski, supra note 54, at 107–08 (detailing instances where Ashkenazi Jews and Black Americans have been the subjects of research, the results of which could be used to stigmatize them and extending the potential for such risk to de-identified data).


167. Recommendations for Publication, supra note 166, at 5.
peer-reviewed journal. Peer reviewers evaluate “research protocols[] [and] plans for statistical analysis”; they may also conduct independent data analysis or request such analysis from an independent biostatistician. Where an article promotes bad science, it can quickly be debunked before it has pernicious effects on patient care. Publication itself is another bulwark against bad science; an author’s peers will evaluate scientific validity and experimental design as they read an article. The lack of comparable review increases the risk that private-sector research will promulgate harmful science and poses a direct risk to social and communal wellbeing.

The culture of academic research also imposes constraints to which private-sector researchers are not subject. AMCs, responsible for the vast majority of published medical research, are different from community medical centers in that physicians not only treat patients but also conduct research. Physician-scientists are formally trained in medical ethics and are sworn to uphold the Hippocratic Oath, which “embodies the philosophy . . . that human life is inviolable.” Every time a physician suggests a course of treatment to a patient, they must first decide if the benefits outweigh the risks, and they will bear the judgement of their patients, patients’ families, and colleagues should they fail to do so adequately. This informs how physician-scientists formulate research questions, design and conduct studies, and review other publications. Clinical care


170. See Recommendations for Publication, supra note 166, at 6 (“Some people believe that true scientific peer review begins only on the date a paper is published.”); cf. Nat’l Rsch. Council of the Nat’l Acads., Sharing Publication-Related Data and Materials: Responsibilities of Authorship in the Life Sciences 28 (2003) (“[A] risk associated with publishing is that other researchers will use information presented in a paper to invalidate or question the author’s own findings, and publish conflicting results.”).


173. See Glicksman, supra note 173 (illustrating the importance of informed consent by recounting an instance where an attending physician did not correctly explain the risks and benefits of a particular treatment to a patient who subsequently died).

informed the development of penicillin, statins, cancer and HIV treatments, and many more lifesaving therapies.

The risk that unpublished for-profit medical research promulgates bad science is real. Data scientists working in for-profit settings have no ethical or clinical training, nor any professional constraints on their activities, despite the immense power of the data they analyze. More to the point, in addition to owing no duty to the patients whose records they are studying, BigMedTech firms are bound to maximize shareholder value. While profit maximization plays a crucial role in the development of thousands of lifesaving drugs and devices, it could clash with the Belmont Principles. For example, a BigMedTech firm could alter its research methodology to reach the answer sought by its client to avoid losing future business. Repeated instances of such behavior would warp its conclusions and influence the healthcare industry to the detriment of patients and society. Thus, its opacity and lack of review inherently renders BigMedTech’s research ethically and scientifically problematic, regardless of whether any individual studies have been proven to be harmful in any other sense.

Moreover, for-profit research likely leaves important medical questions unasked and unanswered. Academic medical research often focuses on the development of new (and lucrative) therapeutic interventions (drugs, devices, and more). But academic investigators also study “disease trends and risk factors, outcomes of treatment or public health interventions, functional abilities, patterns of care, and health care costs and

---

2019/09/23/opinion/doctor-scientist-medical-research.html (on file with the Columbia Law Review) (“Time and again, physician-scientists have changed the history of medicine by identifying a problem in the clinic and taking to the lab to address it.”).

176. Id.


179. Lucian Arye Bebchuk, Federalism and the Corporation: The Desirable Limits on State Competition in Corporate Law, 105 Harv. L. Rev. 1435, 1492 (1992) (“State corporate law in this country, however, has traditionally taken the position that the managers’ duty is to serve shareholders’ interests—specifically, the maximization of long-run profits.”).


181. That is because without scientific validity, research results are unreliable and thus can produce no benefit to outweigh the risks they pose. See supra notes 156–157 and accompanying text.

use.

These subjects may not always lead to profitable discoveries, but their study can nonetheless save lives. For example, the healthcare disparities between rural and urban areas is an important subject of medical research, but it is doubtful a private company would be able to market such a study.

Collaboration between medicine’s private and academic sectors is credited with directly leading to a five-year (or seven percent) increase in American life expectancy between 1970 and 2000. In economic terms, it is estimated that these results are worth nearly $3 trillion a year. While BigMedTech firms may have excellent data scientists at their disposal, big data techniques are just that: techniques. In order for these tools to be put to their best use—replicating the twentieth century’s leap in medical knowledge—they must be integrated into clinical research, but they cannot replace it.

III. UNIFYING THE REGULATION OF EHR-BASED RESEARCH

Legal commentators agree that big data EHR-based clinical research is a “public good,” the facilitation of which should be among any data-governance regime’s primary goals. But previous scholarship on EHR data regulations has focused on fixing the problem of “data fragmenta-

183. Id. at 112.

184. See id. at 20 (“Medical records research has documented that disparities and lack of access to care in inner cities and rural areas results in poorer health outcomes, and has demonstrated that specific preventive services (e.g., mammography) substantially reduce mortality and morbidity at reasonable costs.”).


186. Id. at 371.

187. Big data analysis, while promising, is not magic; it is a set of advanced computer science and predictive statistics techniques with its own biases, much like traditional statistical methods. See Daniel J. Grimm, The Dark Data Quandary, 68 Am. U. L. Rev. 761, 819–20 (2019) (discussing the “built-in constraint[s] that preclude[] Big Data-derived conclusions from deserving the gloss of fact-inclusive omnipotence they often receive”).

188. See Harlan M. Krumholz, Big Data and New Knowledge in Medicine: The Thinking, Training, and Tools Needed for a Learning Health System, 33 Health Affs. 1163, 1163–70 (2014) (discussing big data’s potential to revolutionize clinical medicine but assuming throughout that such research must be led by academic scientists).

189. See Jorge L. Contreras, The False Promise of Health Data Ownership, 94 N.Y.U. L. Rev. 624, 641 (2019) (arguing that propertization of EHR data could “impede socially valuable biomedical research”); Evans, Barbarians at the Gate, supra note 93, at 654 (“Twenty-first century science . . . needs large-scale, deeply descriptive, and inclusive data resources.”); Mark A. Hall, Property, Privacy, and the Pursuit of Interconnected Electronic Medical Records, 95 Iowa L. Rev. 631, 640 (2010) (arguing that medical research can make productive use of EHR data); Hoffman & Podgurski, supra note 54, at 114–23 (arguing that individual consent rights distort research and make it prohibitively expensive); Pasquale, Grand Bargains, supra note 70, at 737 (arguing that secondary research on EHRs may eventually become more valuable than clinical trials once researchers have access to sufficient quantities of data); Rodwin, supra note 65, at 595–99 (arguing that public data ownership would lead to superior research outcomes).
For example, Professor Marc Rodwin acknowledges that firms traffic in EHR-based research, but goes on to describe the proliferation of “databases fractured among sub-populations[ of patients]” and thus poorly suited to population-wide research. Instead, the problem is that the Privacy Regime has left EHR data largely in private hands and outside of academic medicine, subverting foundational principles of sound research design and ethics.

The solution to this problem is relatively straightforward: Congress must pass a law to impose a basic form of IRB-like ethical supervision on private EHR-based research and provide academic researchers with access to EHR databases. Section III.A argues for using IRB review and public disclosure to impose transparency on BigMedTech firms’ data collection and use. Next, section III.B argues the law should leverage the Privacy Regime’s EHR aggregating mechanisms to give clinical investigators access to EHR data for research projects. Indeed, the EHR data market will be integral to this scheme to avoid needless duplication of work already accomplished by BigMedTech under the Privacy Regime. In exchange for the continued right to profit from EHR data, BigMedTech must submit to basic ethical supervision and provide academic researchers with access to their databases.

Some may believe that the existing market for de-identified medical data will continue maturing and eventually resolve the data distribution concerns section II.B identifies. But as Professor Frank Pasquale has argued, contemporary big data collection and analysis initially developed in the open but became secretive when transparency became a competitive disadvantage. Indeed, BigMedTech’s commitment to secrecy is evident: While these firms may be willing to publicize their commitment to using
EHR data for public health research, what little is actually known about their data practices was revealed only thanks to Tanner and a few others’ investigative reporting. The solution presented below aims to permit BigMedTech firms to continue selling data analyses without sacrificing all competitive advantages. But ultimately, ethics in research requires transparency and competitive firms will not commit to transparency unless required to do so.

A. Sunlight Is the Best Disinfectant: Transparency and Review Protects Patients

Transparency is a well-established means of reforming data markets. Professor Neil M. Richards and Jonathan H. King argue that a theory of “big data ethics” must be built as much on transparency as on privacy to prevent “abuses of institutional power” and to encourage individuals to feel safe in sharing their data. The European Union Data Protection Directive uses transparency to track malicious data usage and enable law enforcement—one cannot police what is invisible. Moreover, imposing transparency on private enterprise is likely less cumbersome than other proposed reforms, such as providing users with the opportunity to opt out of data collection, which would likely inhibit data aggregation.

Transparency in EHR data research would help regulators, academics, and the public monitor BigMedTech firms, mitigating the risk of potential data abuses. This Note can only identify the legal mechanisms that enabled BigMedTech to amass troves of EHR data, and discuss uses of that data thanks to the work of investigative journalists such as Adam Tanner, and a few reporters at the Wall Street Journal. But if BigMedTech firms were forced to disclose how they collect, use, and sell data, future scholars

194. See Tanner, supra note 27, at 143 (quoting Cerner’s CEO arguing that research on de-identified medical record data by pharmaceutical companies is the “basis of advancement in medicine”).

195. See supra notes 27–45 and accompanying text.


198. See Omer Tene & Jules Polonetsky, Big Data for All: Privacy and User Control in the Age of Analytics, 11 Nw. J. Tech. & Intell. Prop. 239, 242 (2013) (discussing transparency’s greater flexibility relative to individual consent requirements). Similarly, patients may prefer transparency rules over adding healthcare to the list of industries that permit “opting into or out of seldom read, much less understood corporate privacy [and data collection or use] policies.” Id.

199. See supra section II.B (discussing how BigMedTech’s unfettered analysis of EHR data subverts the Belmont Principles).

200. See supra notes 27–45 and accompanying text.
would be able to better analyze the possible harms and benefits of that research.\textsuperscript{201}

Thankfully, imposing transparency on private medical research does not require a radically new regulatory regime, merely an extension of the existing IRB review process. First, as other scholars have suggested, the Common Rule’s protections should cover all EHR-based research, not just federally funded studies.\textsuperscript{202} Second, while the Common Rule’s HIPAA exemption should still apply to EHR-based research, the Rule should explicitly specify that only IRBs can make exemption determinations.\textsuperscript{203} This reform would not eliminate the Common Rule’s efficient HIPAA exemption.\textsuperscript{204} Rather, it would eliminate the regulatory distinction between research using ex ante de-identified data (research not currently subject to any Common Rule or HIPAA regulation) and research that starts with PHI (but is then de-identified to comply with HIPAA).\textsuperscript{205} Any research proposal meeting the statutory definition of research would be reviewed by an IRB created and funded by the firm where the proposal originates.\textsuperscript{206} Formally, the review would entail no more than confirming

\textsuperscript{201}. See supra note 150 (discussing the principle of beneficence, which requires weighing a proposed research project’s benefits against its harms).

\textsuperscript{202}. Commentators have suggested extending the Common Rule to correct “policy drift” that has occurred as biomedical research funding has come increasingly from the private sector, instead of federal agencies. See e.g., Gabrielle Goldstein, Moving Beyond the Federal Funding Hook: Management-Based Regulation in Biomedical Research, 10 Drexel L. Rev. 127, 177–78 (2017).

\textsuperscript{203}. Technically, there are two exemptions, one for HIPAA-covered identifiable EHR data and another for de-identified data (because the latter is not human subject research). See 45 C.F.R. §§ 46.102(e)(1)(ii), 46.104(d)(4) (2019). Some have suggested similar or more demanding extensions of the Common Rule. See Hoffman & Podgurski, supra note 54, at 91 (“[Studies] involving only de-identified data, which are currently exempt from scrutiny, [should] be reviewed and monitored by an ethics board with expertise in record-based research.”).

\textsuperscript{204}. See 104(d)(4) Guidance, supra note 159 (“[I]t seems appropriate from an ethical perspective, and less confusing and burdensome for researchers, if the activities already subject to HIPAA’s rigorous requirements regarding research use of PHI not simultaneously be subject to the Common Rule’s requirements regarding the use of identifiable private information.”).

\textsuperscript{205}. To be clear: In most instances, medical investigators identify the EHR data they wish to use for research and then approach their institution’s IRB. See Khaled El Emam, Methods for the De-Identification of Electronic Health Records for Genomic Research, Genome Med., Apr. 2011, at 1, 1; see also supra notes 158–161 and accompanying text. That IRB will then allow a project to go forward only if all subjects have consented to the research or if data are de-identified before research begins. See El Emam, supra, at 1. This functionally means that most academic EHR-based research, like private research, is conducted on de-identified data—but unlike private research, it is subject to IRB oversight, despite there being no meaningful difference in data aggregation and use. See supra notes 100–120 and accompanying text.

\textsuperscript{206}. See 45 C.F.R. § 164.501 (defining research as “a systematic investigation, including research development, testing, and evaluation, designed to develop or contribute to generalizable knowledge”); Todd H. Wagner, Aman Bhandari, Gary L. Chadwick & Daniel K.
that the proposed research will use only de-identified, previously collected information (i.e., EHR data). 207 Submissions for review, however, would have to explain the question being investigated, even if the question itself is not being formally reviewed. 208 This requirement, even without more intensive review, encourages self-enforcement of the Belmont Principles. 209

Finally, this law should require that BigMedTech firms periodically provide the National Institutes of Health (NIH) (or another agency) with reports describing their data holdings and summarizing all research conducted or authorized. This would provide some semblance of the post-publication peer-review process to which academic investigations are submitted. 210 Academics, government officials, and the public would have the chance to see how EHR data were used in research. It would help regulators better understand the nature and scope of private EHR research and decide if more stringent measures are appropriate. Second, to the extent harmful research or sales practices are not screened out by IRB review, public outcry may help cabin such excesses. 211 But the contents of this publication would have to be fine-tuned to protect against overdisclosure, which might risk diminishing a firm’s competitive edge and thus overdiscouraging valuable research and data aggregation. 212

B. Providing Researchers with Access to the EHR Data Mine

Providing researchers with access to BigMedTech’s data stores presents a few distinct challenges. First, robust data collection must continue; otherwise there will be no data to use. For that to happen, BigMedTech Nelson, The Cost of Operating Institutional Review Boards (IRBs), 78 Acad. Med. 638, 638 (2003) (describing IRB costs as costs to the “medical center” that houses the particular IRB).

207. Again, this is already standard practice in the medical research community. See supra notes 160–161 (listing institutions that require an IRB determine if a study is exempted from full IRB review).

208. See supra notes 160–161 and accompanying text.


210. See supra notes 166–171 and accompanying text (discussing the scrutiny to which academic papers are submitted after publication and its value in protecting the Belmont Principles).

211. See Linden, supra note 209 (discussing various examples where transparency revealed poor institutional practices, leading to public outcry, and subsequently to improved behavior in the regulated entities).

212. Cf. Richards & King, supra note 196, at 420–21 (discussing the “inherent[.] . . . tension” between transparency and secrecy where secrecy may protect valuable trade secrets).
firms need continued incentives to aggregate data, which means letting them continue participating in the EHR data market. Second, investigators need an efficient mechanism for acquiring the right data for their proposals.

First, BigMedTech firms should be allowed to continue aggregating data and selling research products to pharmaceutical firms and other customers, subject to IRB review and reporting. While legal commentators agree that providing scientists with access to EHR data is a public good, most other proposals suggest various new regulatory regimes aimed at incentivizing aggregation.213 But as discussed above, the EHR data market and the Privacy Regime create powerful incentives and means for data aggregation.214 Existing proposals include private data ownership,215 public data ownership (where all EHR data are managed by a federal agency),216 and hybrid forms of data aggregation and rights management.217 These proposals have varying degrees of merit, but they falter in replacing the efficient (albeit unappealingly secretive and profit-motivated) private system of data aggregation with more cumbersome schemes. EHR data management is a highly complex, technical, and expensive undertaking.218 Building an entirely new command-and-control style data aggregation apparatus risks rendering data even less accessible to researchers than they are now.219

213. See supra note 189 and accompanying text (listing examples).
214. See supra sections I.A.2–II.A.
215. Professor Mark Hall recommended giving patients the power “to authorize access to and use of their medical information for financial rewards, . . . [which would enable society to capture] network benefits [and] . . . incentive[ize] [database] construction.” Hall, supra note 189, at 660. Critics fear that Hall’s proposal would inhibit forming “comprehensive databases . . . [by facilitating] data monopolies that will increase the price of data” and research. See Rodwin, supra note 65, at 589; see also Evans, Barbarians at the Gate, supra note 93, at 667 (noting that when individuals control their data, “[h]arnessing [that] data for public good requires [cumbersome] transactions to bring the data together”). Moreover, EHR data are poorly suited to propertization because they lack “exclusivity, infinite duration, divisibility, [and] alienability.” Contreras, supra note 189, at 633.
216. Rodwin, supra note 65, at 615 (suggesting providers and other healthcare industry players report EHR data to “the [ ] HHS or a[nother] public authority . . . as they do to third-party payers when seeking payment”).
217. Professor Barbara Evans suggested the novel approach of creating “consumer-driven data commons” to aggregate “data for a group of participating volunteers who, thereafter, would employ processes of collective self-governance to make decisions about how the resulting data resources . . . can be used.” Evans, Barbarians at the Gate, supra note 93, at 654.
218. See supra notes 125–132 and accompanying text (discussing the expense and technical challenges faced during the data aggregation process).
219. This is arguably the trap into which interoperability has fallen: fighting the economic dynamics of the healthcare industry rather than working with them. See supra notes 133–134 and accompanying text (discussing the reasons various stakeholders have to resist incentives to adopt or create interoperable EHR).
Thus, despite how morally appealing it might be to take direct control of EHR data, the risk of destroying a resource worth potentially trillions of dollars in saved lives is simply too great. Instead, data should remain in the hands of BigMedTech firms and a system of data access for academic research should be created separately. With dozens or hundreds of firms and thousands of investigators, there needs to be a central clearinghouse to manage this challenge.

One option is to let the NIH simply assign research projects to BigMedTech firms using the data disclosures previously proposed. This solution might not be optimal for a few reasons. First, it may falter in the face of persistent informational asymmetries—the NIH may know something about a particular firm’s data thanks to its disclosures, but inevitably it will know less than the firm itself. Second, it does not provide an incentive for firms to willingly cooperate with either government agencies or academic institutions.

A less blunt instrument might allow BigMedTech firms to bid on research “contracts.” This would likely require added incentives, perhaps in the form of direct payments or tax credits. The firm presenting the most optimal combination of low bid price and high data quality for the research project would be awarded the contract. Over time, various private and academic institutions might form good working relationships (and approach the NIH together, with prepackaged deals) that could lead to improved EHR design, data aggregation practices, and efficiency of the data-distribution system.


221. See supra notes 185–186 and accompanying text (discussing the trillion dollars in value contributed by biomedical research in the last third of the twentieth century).


223. See supra notes 185–186 and accompanying text (discussing the trillion dollars in value created by private–academic biomedical research partnerships in the last third of the twentieth century).
While there are certainly obstacles to the effective operation of such a scheme, an important one is the risk that firms become reticent to share data. Data sharing might harm a firm’s competitive advantage, depressing the value of its data on the EHR data market to a point where data aggregation is no longer profitable.\textsuperscript{224} Awarding direct payments or tax incentives may mitigate some profit loss. But whatever scheme is created for private–academic data sharing should also safeguard the EHR data market. The solution may be to provide researchers with access to opaque “data enclaves” to prevent the accidental dissemination of data (which risks depressing the value of a firm’s data to private customers).\textsuperscript{225} The challenge for the ultimate solution will thus be balancing access for research against the continued survival of the EHR data market.

CONCLUSION

Privacy regulations are being considered and implemented across a range of industries in an effort to crack down on morally dubious and dangerous uses of personal data.\textsuperscript{226} Such efforts are admirable and important. But a world in which every industry is regulated by its own HIPAA is not better or more equitable merely because it is more private. As regulations erect barriers to data use, they create data pipelines, shape the flow of that data, and enrich some firms at the expense of society. This is particularly problematic in industries like healthcare where electronic data storage is essentially mandated by law, leaving individuals with no choice but to contribute sensitive information to an unknown firm for sale on the market.\textsuperscript{227} Regulators and lawmakers must strive to use evolving data flows to correct negative externalities (in this case, the creation of an unregulated realm of medical research) and ensure that data are available to academic or public sector institutions for valuable research. Perhaps counterintuitively, such laws should avoid dismantling data markets. Rather, they should recognize the existence of such markets as proof of the data’s value and leverage existing legal and economic dynamics to both protect individuals and encourage beneficial research.

\textsuperscript{224} See supra notes 192–194 and accompanying text (noting that the EHR data market, like other such markets, developed in secrecy because secrecy is a competitive advantage).

\textsuperscript{225} See supra note 38 and accompanying text (noting that Cerner sells access to such data enclaves that allow investigators to analyze the data without actually seeing it directly).


\textsuperscript{227} See supra notes 67–70 and accompanying text.